
Privacy policy 
 
We are very pleased about your interest in our company. Data protec6on is of par6cularly high importance to the 
management of BIOCHAR GmbH & Co. KG. In principle, the use of the BIOCHAR GmbH & Co. KG website is possible without 
providing any personal data. However, if a data subject wishes to use special services of our company via our website, the 
processing of personal data may become necessary. If the processing of personal data is required and there is no legal basis 
for such processing, we generally obtain the consent of the data subject. 
 
The processing of personal data, such as the name, address, email address, or telephone number of a data subject, is always 
carried out in accordance with the General Data Protec6on Regula6on and in compliance with the country-specific data 
protec6on regula6ons applicable to BIOCHAR GmbH & Co. KG. Through this privacy policy, our company aims to inform the 
public about the nature, scope, and purpose of the personal data we collect, use, and process. Furthermore, this privacy 
policy serves to inform data subjects about their rights. 
 
BIOCHAR GmbH & Co. KG, as the controller responsible for processing, has implemented numerous technical and 
organiza6onal measures to ensure the most comprehensive protec6on possible for personal data processed via this 
website. Nevertheless, internet-based data transmissions may inherently have security vulnerabili6es, meaning absolute 
protec6on cannot be guaranteed. For this reason, every data subject is free to transmit personal data to us through 
alterna6ve means, such as by telephone. 
 
 
1. Defini)on 
The privacy policy of BIOCHAR GmbH & Co. KG is based on the terminology used by the European legislator for direc6ves 
and regula6ons when enac6ng the General Data Protec6on Regula6on (GDPR). Our privacy policy is intended to be easily 
readable and understandable for the public as well as for our customers and business partners. To ensure this, we would like 
to explain the terminology used in advance. 
In this privacy policy, we use, among others, the following terms: 
  
 
Personal Data 
Personal data means any informa6on rela6ng to an iden6fied or iden6fiable natural person (hereinaUer “data subject”). An 
iden6fiable natural person is one who can be iden6fied, directly or indirectly, in par6cular by reference to an iden6fier such 
as a name, an iden6fica6on number, loca6on data, an online iden6fier, or to one or more factors specific to the physical, 
physiological, gene6c, mental, economic, cultural, or social iden6ty of that natural person. 
  
Data Subject 
A data subject is any iden6fied or iden6fiable natural person whose personal data is processed by the controller responsible 
for the processing. 
  
Processing 
Processing means any opera6on or set of opera6ons performed on personal data, whether or not by automated means, 
such as collec6on, recording, organiza6on, structuring, storage, adapta6on or altera6on, retrieval, consulta6on, use, 
disclosure by transmission, dissemina6on or otherwise making available, alignment or combina6on, restric6on, erasure, or 
destruc6on. 
  
Restric4on of Processing 
Restric6on of processing is the marking of stored personal data with the aim of limi6ng its processing in the future. 
  
Profiling 
Profiling means any form of automated processing of personal data consis6ng of the use of personal data to evaluate certain 
personal aspects rela6ng to a natural person, in par6cular to analyze or predict aspects concerning that natural person’s 
performance at work, economic situa6on, health, personal preferences, interests, reliability, behavior, loca6on, or 
movements. 
  
Pseudonymiza4on 
Pseudonymiza6on is the processing of personal data in such a manner that the personal data can no longer be aYributed to 
a specific data subject without the use of addi6onal informa6on, provided that such addi6onal informa6on is kept 
separately and is subject to technical and organiza6onal measures to ensure that the personal data is not aYributed to an 
iden6fied or iden6fiable natural person. 
  
Controller or Data Controller 
The controller or data controller is the natural or legal person, public authority, agency, or other body which, alone or jointly 
with others, determines the purposes and means of the processing of personal data. Where the purposes and means of 



such processing are determined by Union law or Member State law, the controller or the specific criteria for its nomina6on 
may be provided for by Union law or Member State law. 
  
Processor 
A processor is a natural or legal person, public authority, agency, or other body that processes personal data on behalf of the 
controller. 
  
Recipient 
A recipient is a natural or legal person, public authority, agency, or another body to which personal data is disclosed, 
whether a third party or not. However, public authori6es that may receive personal data in the framework of a par6cular 
inquiry in accordance with Union law or Member State law shall not be regarded as recipients. 
  
Third Party 
A third party is a natural or legal person, public authority, agency, or body other than the data subject, controller, processor, 
and persons who, under the direct authority of the controller or processor, are authorized to process personal data. 
  
Consent 
Consent is any freely given, specific, informed, and unambiguous indica6on of the data subject’s wishes by which he or she, 
by a statement or by a clear affirma6ve ac6on, signifies agreement to the processing of personal data rela6ng to him or her. 
 
2. Name and Address of the Controller Responsible for Processing 
The controller within the meaning of the General Data Protec6on Regula6on, other data protec6on laws applicable in the 
Member States of the European Union, and other provisions of a data protec6on nature is: 
  
BIOCHAR GmbH & Co. KG 
Sudetenstraße 8 
36129 Gersfeld 
Germany 
  
Phone: +49 (0) 6654 37 29 80 
Fax: +49 (0) 6654 37 29 899 
  
E-Mail: info@biochar.de 
Website: hYps://www.biochar.de/ 
 
3. Cookies 
The websites of BIOCHAR GmbH & Co. KG use cookies. Cookies are text files that are stored on a computer system via an 
internet browser. 
  
Numerous websites and servers use cookies. Many cookies contain a so-called cookie ID. A cookie ID is a unique iden6fier of 
the cookie. It consists of a string of characters through which websites and servers can be associated with the specific 
internet browser in which the cookie was stored. This enables visited websites and servers to dis6nguish the individual 
browser of the data subject from other internet browsers that contain different cookies. A specific internet browser can be 
recognized and iden6fied via the unique cookie ID. 
  
By using cookies, BIOCHAR GmbH & Co. KG can provide users of this website with more user-friendly services that would not 
be possible without the placement of cookies. 
  
Through a cookie, the informa6on and offers on our website can be op6mized in the interest of the user. Cookies allow us, 
as previously men6oned, to recognize the users of our website. The purpose of this recogni6on is to facilitate the use of our 
website for users. For example, a user of a website that uses cookies does not need to re-enter their login details each 6me 
they visit the website, as this is handled by the website and the cookie stored on the user’s computer system. Another 
example is the cookie of a shopping cart in an online shop. The online shop remembers the items a customer has placed in 
the virtual shopping cart via a cookie. 
  
The data subject can prevent the placement of cookies by our website at any 6me by adjus6ng the semngs of the internet 
browser used, thereby permanently objec6ng to the placement of cookies. Furthermore, cookies that have already been set 
can be deleted at any 6me via an internet browser or other soUware programs. This is possible in all common internet 
browsers. If the data subject deac6vates the placement of cookies in the internet browser used, not all func6ons of our 
website may be fully usable. 
 
4. Collec)on of General Data and Informa)on 
The website of BIOCHAR GmbH & Co. KG collects a series of general data and informa6on with each visit to the website by a 
data subject or an automated system. This general data and informa6on is stored in the server’s log files. The following may 



be collected: (1) the browser types and versions used, (2) the opera6ng system used by the accessing system, (3) the 
website from which an accessing system reaches our website (so-called referrers), (4) the subpages accessed via an 
accessing system on our website, (5) the date and 6me of access to the website, (6) an Internet Protocol address (IP 
address), (7) the Internet service provider of the accessing system, and (8) other similar data and informa6on that serve to 
protect against threats in the event of aYacks on our informa6on technology systems. We store your IP address when you 
visit our website for a maximum of 7 days to detect and defend against aYacks. 
  
When using this general data and informa6on, BIOCHAR GmbH & Co. KG does not draw any conclusions about the data 
subject. Rather, this informa6on is needed to (1) deliver the content of our website correctly, (2) op6mize the content of our 
website and its adver6sing, (3) ensure the long-term func6onality of our informa6on technology systems and the 
technology of our website, and (4) provide law enforcement authori6es with the informa6on necessary for prosecu6on in 
the event of a cyberaYack. This anonymously collected data and informa6on is therefore evaluated by BIOCHAR GmbH & 
Co. KG both sta6s6cally and with the aim of increasing data protec6on and data security within our company, ul6mately 
ensuring an op6mal level of protec6on for the personal data we process. The anonymous data from the server log files is 
stored separately from all personal data provided by a data subject. 
 
5. Subscrip)on to Our NewsleHer 
On the website of BIOCHAR GmbH & Co. KG, users are given the opportunity to subscribe to our company’s newsleYer. The 
personal data transmiYed to the data controller when ordering the newsleYer is determined by the input form used for this 
purpose. 
  
BIOCHAR GmbH & Co. KG regularly informs its customers and business partners about company offers via a newsleYer. The 
newsleYer of our company can generally only be received if (1) the data subject has a valid email address and (2) the data 
subject registers for the newsleYer subscrip6on. For legal reasons, a confirma6on email is sent to the email address ini6ally 
entered by the data subject for newsleYer delivery using the double opt-in procedure. This confirma6on email serves to 
verify whether the owner of the email address has authorized the receipt of the newsleYer as the data subject. 
When registering for the newsleYer, we also store the IP address assigned by the Internet Service Provider (ISP) to the 
computer system used by the data subject at the 6me of registra6on, as well as the date and 6me of registra6on. The 
collec6on of this data is necessary to be able to track any (poten6al) misuse of a data subject’s email address at a later point 
in 6me and therefore serves the legal protec6on of the data controller. 
  
The personal data collected as part of a newsleYer subscrip6on is used exclusively for sending our newsleYer. In addi6on, 
newsleYer subscribers may be informed by email if this is necessary for the opera6on of the newsleYer service or for 
related registra6on purposes, such as in the case of changes to the newsleYer offering or modifica6ons to technical 
condi6ons. No personal data collected as part of the newsleYer service will be shared with third par6es. 
  
The newsleYer subscrip6on can be canceled by the data subject at any 6me. The consent to the storage of personal data 
that the data subject has provided for newsleYer delivery can be revoked at any 6me. A corresponding link for revoking 
consent is included in every newsleYer. Furthermore, it is possible to unsubscribe from the newsleYer at any 6me directly 
on the website of the data controller or to communicate this request to the data controller by other means. 
 
6. NewsleCer-Tracking 
The newsleYers of BIOCHAR GmbH & Co. KG contain so-called tracking pixels. A tracking pixel is a miniature graphic 
embedded in emails sent in HTML format to enable log file recording and analysis. This allows for a sta6s6cal evalua6on of 
the success or failure of online marke6ng campaigns. Using the embedded tracking pixel, BIOCHAR GmbH & Co. KG can 
determine whether and when an email was opened by a recipient and which links contained in the email were clicked by 
the recipient. 
  
The personal data collected through tracking pixels in newsleYers is stored and analyzed by the data controller to op6mize 
newsleYer delivery and tailor future newsleYer content more effec6vely to the interests of the recipient. This personal data 
is not shared with third par6es. Data subjects have the right to revoke their separate consent, provided via the double opt-in 
procedure, at any 6me. Upon revoca6on, this personal data will be deleted by the data controller. Unsubscribing from the 
newsleYer is automa6cally considered a revoca6on by BIOCHAR GmbH & Co. KG. 
 
7. Contact op)on via the website 
The website of BIOCHAR GmbH & Co. KG contains informa6on required by law that enables quick electronic contact with 
our company and direct communica6on with us, including a general address for electronic mail (email address). If a data 
subject contacts the data controller via email or a contact form, the personal data transmiYed by the data subject is 
automa6cally stored. 
  
Such personal data, voluntarily provided by a data subject to the data controller, is stored for the purpose of processing the 
request or contac6ng the data subject. This personal data is not shared with third par6es. 
 
8. Rou)ne dele)on and blocking of personal data 



The controller shall process and store the personal data of the data subject only for the period necessary to achieve the 
purpose of storage, or as far as this is granted by the European legislator or other legislators in laws or regula6ons to which 
the controller is subject to. 
  
If the storage purpose no longer applies or if a storage period prescribed by the European legislator or another competent 
legislator expires, the personal data is rou6nely blocked or erased in accordance with the statutory provisions. 
 
9. Rights of the data subject 
Right to Confirma4on 
Every data subject has the right, granted by the European legislator, to obtain confirma6on from the data controller as to 
whether personal data concerning them is being processed. If a data subject wishes to exercise this right, they may contact 
an employee of the data controller at any 6me. 
  
Right to Access 
Every data subject affected by the processing of personal data has the right, granted by the European legislator, to obtain 
free informa6on from the data controller at any 6me about the personal data stored about them and to receive a copy of 
this informa6on. Furthermore, the European legislator grants the data subject the right to access the following informa6on: 

 
o The purposes of the processing 
o The categories of personal data being processed 
o The recipients or categories of recipients to whom the personal data has been or will be disclosed, 

par6cularly in the case of recipients in third countries or interna6onal organiza6ons 
o If possible, the planned dura6on for which the personal data will be stored, or, if this is not possible, the 

criteria used to determine this dura6on 
o The existence of a right to rec6fica6on or erasure of personal data concerning them or to restrict 

processing by the controller, or a right to object to such processing 
o The existence of a right to lodge a complaint with a supervisory authority 
o If the personal data is not collected from the data subject: any available informa6on about the data 

source 
o The existence of automated decision-making, including profiling, pursuant to Ar6cle 22(1) and (4) of the 

GDPR and—at least in these cases—meaningful informa6on about the logic involved, as well as the 
significance and the intended consequences of such processing for the data subject 

The data subject also has the right to be informed whether personal data has been transferred to a third country or an 
interna6onal organiza6on. If this is the case, the data subject has the right to be informed of the appropriate safeguards 
related to the transfer. 
 
If a data subject wishes to exercise this right of access, they may contact an employee of the data controller at any 6me. 
Right to Rec6fica6on 
Every data subject affected by the processing of personal data has the right, granted by the European legislator, to request 
the immediate rec6fica6on of inaccurate personal data concerning them. Furthermore, the data subject has the right to 
request the comple6on of incomplete personal data, including by means of a supplementary statement, considering the 
purposes of the processing. 
  
Right to Erasure ("Right to be ForgoCen") 
Every data subject affected by the processing of personal data has the right, granted by the European legislator, to request 
that the controller erase personal data concerning them without undue delay if one of the following reasons applies and 
processing is not necessary: 

 
o The personal data is no longer necessary for the purposes for which it was collected or otherwise 

processed. 
o The data subject withdraws their consent on which the processing is based according to Ar6cle 6(1)(a) 

GDPR or Ar6cle 9(2)(a) GDPR, and there is no other legal basis for the processing. 
o The data subject objects to the processing pursuant to Ar6cle 21(1) GDPR, and there are no overriding 

legi6mate grounds for the processing, or the data subject objects to the processing pursuant to Ar6cle 
21(2) GDPR. 

o The personal data has been unlawfully processed. 
o The personal data must be erased to comply with a legal obliga6on under Union or Member State law to 

which the controller is subject. 
o The personal data has been collected in rela6on to the offer of informa6on society services as referred 

to in Ar6cle 8(1) GDPR. 
 
If one of the above reasons applies and a data subject wishes to request the erasure of personal data stored by BIOCHAR 
GmbH & Co. KG, they may contact an employee of the data controller at any 6me. The employee of BIOCHAR GmbH & Co. 
KG will arrange for the erasure request to be complied with immediately. 



If the personal data has been made public by BIOCHAR GmbH & Co. KG and our company, as the controller, is obliged to 
erase the personal data pursuant to Ar6cle 17(1) GDPR, BIOCHAR GmbH & Co. KG shall take reasonable measures, including 
technical ones, considering available technology and implementa6on costs, to inform other controllers processing the 
published personal data that the data subject has requested the erasure of all links to such personal data or copies or 
replica6ons thereof, provided that processing is not necessary. The employee of BIOCHAR GmbH & Co. KG will take the 
necessary steps in each case. 
  
Right to Restric4on of Processing 
Every data subject affected by the processing of personal data has the right, granted by the European legislator, to request 
that the controller restrict processing if one of the following condi6ons applies: 

 
o The accuracy of the personal data is contested by the data subject for a period enabling the controller to 

verify the accuracy of the personal data. 
o The processing is unlawful, the data subject opposes the erasure of the personal data, and instead 

requests the restric6on of its use. 
o The controller no longer needs the personal data for processing purposes, but the data subject requires 

it for the establishment, exercise, or defense of legal claims. 
o The data subject has objected to processing pursuant to Ar6cle 21(1) GDPR, pending the verifica6on of 

whether the legi6mate grounds of the controller override those of the data subject. 
 
If one of the above condi6ons applies and a data subject wishes to request the restric6on of personal data stored by 
BIOCHAR GmbH & Co. KG, they may contact an employee of the data controller at any 6me. The employee of BIOCHAR 
GmbH & Co. KG will arrange for the restric6on of processing. 
  
Right to Data Portability 
Every data subject affected by the processing of personal data has the right, granted by the European legislator, to receive 
the personal data concerning them, which they have provided to a controller, in a structured, commonly used, and machine-
readable format. They also have the right to transmit this data to another controller without hindrance from the original 
controller, provided that the processing is based on consent pursuant to Ar6cle 6(1)(a) GDPR or Ar6cle 9(2)(a) GDPR, or on a 
contract pursuant to Ar6cle 6(1)(b) GDPR, and the processing is carried out by automated means, unless the processing is 
necessary for the performance of a task carried out in the public interest or in the exercise of official authority. 
Furthermore, in exercising their right to data portability pursuant to Ar6cle 20(1) GDPR, the data subject has the right to 
have the personal data transmiYed directly from one controller to another, where technically feasible and provided that this 
does not adversely affect the rights and freedoms of others. 
  
Right to Object 
Every data subject affected by the processing of personal data has the right, granted by the European legislator, to object at 
any 6me, on grounds rela6ng to their par6cular situa6on, to the processing of personal data concerning them based on 
Ar6cle 6(1)(e) or (f) GDPR. This also applies to profiling based on these provisions. 
BIOCHAR GmbH & Co. KG shall no longer process the personal data in the event of an objec6on unless we can demonstrate 
compelling legi6mate grounds for the processing that override the interests, rights, and freedoms of the data subject or the 
processing serves the establishment, exercise, or defense of legal claims. 
If BIOCHAR GmbH & Co. KG processes personal data for direct marke6ng purposes, the data subject has the right to object 
at any 6me to the processing of personal data for such marke6ng. If the data subject objects to processing for direct 
marke6ng purposes, BIOCHAR GmbH & Co. KG will no longer process the personal data for these purposes. 
  
Right to Withdraw Data Protec4on Consent 
Every data subject affected by the processing of personal data has the right, granted by the European legislator, to withdraw 
consent to the processing of personal data at any 6me. 
If the data subject wishes to exercise the right to withdraw consent, they may contact an employee of the data controller at 
any 6me. 
 
10. Data protec)on provisions about the applica)on and use of Google Analy)cs (with anonymiza)on 
func)on) 
The data controller has integrated the Google Analy6cs component (with anonymiza6on func6on) on this website. Google 
Analy6cs is a web analy6cs service. Web analy6cs involves the collec6on, gathering, and evalua6on of data on the behavior 
of website visitors. A web analy6cs service collects data on, among other things, the website from which a person has 
accessed a website (known as the referrer), which subpages of the website were accessed, or how oUen and for what 
dura6on a subpage was viewed. Web analy6cs is primarily used to op6mize a website and to analyze the cost-benefit of 
internet adver6sing. 
  
The operator of the Google Analy6cs component is Google Inc., 1600 Amphitheatre Pkwy, Mountain View, CA 94043-1351, 
USA. 



The data controller uses the "_gat._anonymizeIp" extension for web analysis via Google Analy6cs. This extension ensures 
that Google shortens and anonymizes the IP address of the data subject's internet connec6on when accessing our website 
from a member state of the European Union or another contrac6ng state of the Agreement on the European Economic 
Area. 
  
The purpose of the Google Analy6cs component is to analyze visitor flows on our website. Google uses the collected data 
and informa6on, among other things, to evaluate the use of our website, to compile online reports for us that show 
ac6vi6es on our web pages, and to provide other services related to the use of our website. 
  
Google Analy6cs places a cookie on the data subject’s IT system. The defini6on of cookies has already been explained 
above. The placement of this cookie allows Google to analyze the use of our website. Each 6me an individual page of this 
website, which is operated by the data controller and into which a Google Analy6cs component has been integrated, is 
accessed, the web browser on the data subject’s IT system is automa6cally prompted by the respec6ve Google Analy6cs 
component to transmit data to Google for online analysis. As part of this technical process, Google gains knowledge of 
personal data, such as the IP address of the data subject, which Google uses, among other things, to track the origin of 
visitors and clicks and subsequently enable commission seYlements. 
  
Through the use of cookies, personal informa6on such as the 6me of access, the loca6on from which access was made, and 
the frequency of visits to our website by the data subject is stored. Each 6me our website is visited, these personal data, 
including the IP address of the data subject’s internet connec6on, are transmiYed to Google in the United States of America. 
These personal data are stored by Google in the United States of America. Google may transfer these personal data 
collected through this technical process to third par6es. 
  
The data subject may prevent the semng of cookies by our website at any 6me, as explained above, by adjus6ng the semngs 
of the web browser used and thus permanently objec6ng to the semng of cookies. Such a semng in the web browser used 
would also prevent Google from placing a cookie on the data subject’s IT system. Addi6onally, a cookie already set by 
Google Analy6cs can be deleted at any 6me via the web browser or other soUware programs. 
  
Furthermore, the data subject has the op6on of objec6ng to and preven6ng the collec6on of data generated by Google 
Analy6cs in connec6on with the use of this website, as well as the processing of these data by Google. To do this, the data 
subject must download and install a browser add-on from the following link: hYps://tools.google.com/dlpage/gaoptout. 
This browser add-on informs Google Analy6cs via JavaScript that no data or informa6on about website visits may be 
transmiYed to Google Analy6cs. The installa6on of the browser add-on is considered an objec6on by Google. If the data 
subject’s IT system is later deleted, formaYed, or reinstalled, the data subject must reinstall the browser add-on to disable 
Google Analy6cs again. If the browser add-on is uninstalled or deac6vated by the data subject or another person within 
their sphere of influence, it is possible to reinstall or reac6vate the browser add-on. 
Alterna6vely, you can prevent Google Analy6cs from collec6ng your data by clicking on the following link. An opt-out cookie 
will be set to prevent future data collec6on when you visit this website: Disable Google Analy4cs. 
  
Further informa6on and the applicable Google privacy policy can be found at 
hYps://www.google.de/intl/de/policies/privacy/ and at hYp://www.google.com/analy6cs/terms/de.html. Google Analy6cs 
is further explained at the following link: hYps://www.google.com/intl/de_de/analy6cs/. 
 
11. Legal basis of the processing 
Ar6cle 6(1)(a) GDPR serves as the legal basis for processing ac6vi6es for which we obtain consent for a specific processing 
purpose. If the processing of personal data is necessary for the performance of a contract to which the data subject is a 
party—such as processing required for the delivery of goods or the provision of another service or considera6on—then the 
processing is based on Ar6cle 6(1)(b) GDPR. The same applies to processing opera6ons necessary for carrying out pre-
contractual measures, such as inquiries about our products or services. 
  
If our company is subject to a legal obliga6on requiring the processing of personal data, such as for tax compliance, the 
processing is based on Ar6cle 6(1)(c) GDPR. 
  
In rare cases, the processing of personal data may be necessary to protect the vital interests of the data subject or another 
natural person. For example, this could be the case if a visitor is injured on our premises and their name, age, health 
insurance details, or other essen6al informa6on must be disclosed to a doctor, hospital, or other third par6es. In such cases, 
the processing would be based on Ar6cle 6(1)(d) GDPR. 
  
Finally, processing opera6ons may be based on Ar6cle 6(1)(f) GDPR. This legal basis applies to processing opera6ons not 
covered by the aforemen6oned legal grounds when processing is necessary for the legi6mate interests of our company or a 
third party, provided that the interests, fundamental rights, and freedoms of the data subject do not override these 
interests. Such processing ac6vi6es are par6cularly permiYed because they have been specifically acknowledged by the 
European legislator. In this regard, it was considered that a legi6mate interest could be assumed if the data subject is a 
customer of the data controller (Recital 47, Sentence 2 GDPR). 



 
12. Legi)mate interests in the processing pursued by the controller or a third party 
Where the processing of personal data is based on Ar6cle 6 I lit. f GDPR, our legi6mate interest is the performance of our 
business ac6vi6es for the benefit of the well-being of all our employees and our shareholders. 
 
13. Dura)on for which the personal data is stored 
The criterion for the dura6on of the storage of personal data is the respec6ve statutory reten6on period. AUer this period 
has expired, the corresponding data is rou6nely deleted, provided that it is no longer required for contract fulfillment or 
contract ini6a6on. 
 
14. Legal or contractual provisions for the provision of personal data; necessity for the conclusion of the 
contract; obliga)on of the data subject to provide the personal data; possible consequences of non-provision 
We would like to inform you that the provision of personal data is partly required by law (e.g. tax regula6ons) or may also 
result from contractual provisions (e.g. informa6on on the contractual partner). Some6mes it may be necessary for a 
contract to be concluded for a data subject to provide us with personal data that must subsequently be processed by us. For 
example, the data subject is obliged to provide us with personal data if our company concludes a contract with them. Failure 
to provide the personal data would mean that the contract with the data subject could not be concluded. Before personal 
data is provided by the data subject, the data subject must contact one of our employees. Our employee will inform the 
data subject on a case-by-case basis whether the provision of the personal data is required by law or contract or is 
necessary for the conclusion of the contract, whether there is an obliga6on to provide the personal data and what the 
consequences would be if the personal data were not provided. 
 
15. Existence of automated decision-making 
As a responsible company, we do not engage in automated decision-making or profiling. 
  
This privacy policy was generated using the Privacy Policy Generator of DGD Deutsche GesellschaU für Datenschutz GmbH, 
which acts as an external data protec6on officer in Kempten, in coopera6on with IT and data protec6on lawyer Chris6an 
Solmecke. 
 


